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[Bank voor medische attesten: de APD waarschuwt voor een "onevenredig en gevaarlijk" project - Le Spécialiste](https://www.lespecialiste.be/fr/actualites/socio-professionnel/banque-de-certificats-medicaux-l-rsquo-apd-alerte-sur-un-projet-laquo-disproportionne-et-dangereux-raquo.html)

**Bank met medische attesten: de APD waarschuwt voor een "onevenredig en gevaarlijk" project**

* *18 september 2025*
* *door Peter Backx/PM*

**De Gegevensbeschermingsautoriteit (GBA) heeft ernstige bedenkingen bij de centrale databank voor medische attesten die minister van Volksgezondheid Frank Vandenbroucke wil invoeren. In een advies dat *Medi-Sphère* en *Le Spécialiste* hebben kunnen inzien, wijst de GBA op "aanzienlijke risico's" en waarschuwt ze voor een "verschuiving naar een surveillancesamenleving". De geplande startdatum van 1 oktober lijkt bovendien onhaalbaar.**

Eind 2023 telde België meer dan een half miljoen langdurig zieken. De invaliditeitsuitkeringen kosten de overheid nu meer dan 9 miljard euro per jaar. Om dit bedrag binnen de perken te houden, wil minister Vandenbroucke een gecentraliseerde databank opzetten waarin medische attesten systematisch worden verzameld. In eerste instantie zou deze databank betrekking hebben op arbeidsongeschiktheid van meer dan veertien dagen, maar later zou ze worden uitgebreid tot alle attesten.

Deze databank, die door het RIZIV zou worden beheerd, moet het mogelijk maken om het voorschrijfgedrag van artsen te controleren en eventuele fraude door patiënten op te sporen. Artsen die te vaak of te lange certificaten afgeven, zouden kunnen worden aangesproken en bestraft.

**Aanzienlijke risico's**  
Volgens de Gegevensbeschermingsautoriteit, voorheen de Commissie voor de bescherming van de persoonlijke levenssfeer, is dit een buitensporig instrument. De oprichting van een dergelijke databank vormt "een bijzonder ingrijpende inbreuk" op het recht op privacy en gegevensbescherming, aldus de autoriteit.

De massale centralisatie van gezondheidsgegevens van kwetsbare personen houdt volgens de toezichthouder aanzienlijke risico's in, met name dat van " " of "function creep", d.w.z. het later hergebruiken van de gegevens voor andere doeleinden. De APD is ook van mening dat de voorgestelde bewaartermijn van tien jaar onevenredig is.

Zij merkt bovendien op dat de begrippen "ongepast voorschrijfgedrag" of "misbruik van de therapeutische relatie" onvoldoende zijn gedefinieerd. Wat de autoriteiten precies bedoelen met artsen die "te vaak of te lang" voorschrijven, blijft volgens de APD te vaag.

**Een gebrek aan transparantie**  
De Autoriteit wijst ook op de gevaren van het gebruik van kunstmatige intelligentie bij de verwerking van gegevens. Het onderzoeken van gegevens via AI kan valse signalen opleveren en leiden tot discriminatie, met ernstige gevolgen voor zowel artsen als patiënten.

De APD verwijst expliciet naar het kinderbijslagschandaal in Nederland (Toeslagenaffaire), waarbij duizenden gezinnen ten onrechte als fraudeurs werden bestempeld. "De menselijke controle is onvoldoende gewaarborgd en er is een gebrek aan transparantie, zowel wat de algoritmen als wat de toekenningen van het RIZIV betreft", waarschuwt de instelling.

Ze zegt niet categorisch "nee" tegen het project, maar eist van de minister fundamentele aanpassingen. De rechtsgrondslag moet worden versterkt en er zijn extra waarborgen nodig op het gebied van gegevensbescherming en transparantie.

**De minister erkent de problemen**  
Minister Vandenbroucke verklaarde in het Vlaamse dagblad *De Tijd dat hij* deze kritiek serieus neemt. "We zijn ons bewust van een aantal risico's en van de gevoeligheid van de gegevens, en juist daarom willen we de databank in de wet verankeren. We passen de wetsontwerp momenteel aan op basis van de aanbevelingen van de APD en zorgen ervoor dat de toezichthouder een waakzaam oog kan houden", legt hij uit.

Het ambitieuze tijdschema wordt echter herzien. De lancering, die oorspronkelijk gepland was voor 1 oktober 2025, wordt uitgesteld tot begin 2026.

**&gt; Ga naar** [**voor het advies van de APD**](https://www.autoriteprotectiondonnees.be/publications/avis-n0-73-2025-du-29-aout-2025.pdf)